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Control & Simulate
Simulated 
Phishing-as-a-Service

Citadel Simulated Phishing-as-a-Service (SimPHaaS) 
provides a programme of simulated ‘real-world’ 
phishing email campaigns to highlight vulnerabilities 
in the workforce in a safe and controlled environment.

Gaining visibility of your most vulnerable users and 
providing the relevant security awareness training to 
educate, protect and enable employees, will help to 
reduce the likelihood of cyber-attacks caused by 
phishing and other social engineering tactics.

Simulated Phishing-as-a-Service should be delivered as part of a multi-layered approach to 
phishing through a combination of technical controls and user education:

1 Make it difficult for attackers to reach your users

2 Help users identify and report suspected phishing emails

3 Protect your organisation from the effects of undetected phishing emails

4 Respond quickly to incidents
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